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1. References: 

 
     a.  Unified Facilities Criteria (UFC) 4-010-05, 1 October 2013, Subject: Sensitive 
Compartmented Information Facilities Planning, Design, and Construction.                  
http://www.wbdg.org/ccb/DOD/UFC/ufc_4_010_05.pdf.  

 
     b  Intelligence Community Directive (ICD) 705, 26 May 2010, Subject: Sensitive 
Compartmented Information Facilities.  http://www.ncsc.gov/publications/policy/docs/ICD_705-
Sensitive_Compartmented_Information_Facilities.pdf.   

 
     c.  Intelligence Community Standard (ICS) 705-1, 17 September 2010, Subject: Physical and 
Technical Security Standards for Sensitive Compartmented Information Facilities.  
http://www.ncsc.gov/publications/policy/docs/ICS_705-
01_Physical_and_Technical_Security_Standards_for_Sensitive_Compartmented_Information_F
acilities.pdf.  

 
     d.  Intelligence Community Standard (ICS) 705-2, 17 September 2010, Subject: Standards for 
the Accreditation and Reciprocal Use of Sensitive Compartmented Information.  
http://www.ncsc.gov/publications/policy/docs/ICS_705-
02_Standards_for_the_Accreditation_and_Reciprocal_Use_of_Sensitive_Compartmented_Infor
mation_Facilities.pdf.  

 
     e.  Intelligence Community Technical Specification for ICD/ICS 705, 23 April 2012, Subject: 
Technical Specifications for Construction and Management of Sensitive Compartmented 
Information Facilities.  
http://www.ncsc.gov/publications/policy/docs/Technical_Specifications_for_SCIF_Construction
-V1.2.pdf.  

 
2.  Purpose:  To serve as an interim and partial means of clarifying roles and responsibilities for 
the planning, design, construction, and accreditation of Sensitive Compartmented Information 
Facilities (SCIFs) in anticipation of formal revisions to UFC 4-010-05 that will address these 
same concerns in a complete and comprehensive manner.  The accompanying spreadsheet will 
provide a quick reference to the multiple and complex steps to follow in accomplishing a SCIF 
design. 

 

http://www.wbdg.org/ccb/DOD/UFC/ufc_4_010_05.pdf
http://www.ncsc.gov/publications/policy/docs/ICD_705-Sensitive_Compartmented_Information_Facilities.pdf
http://www.ncsc.gov/publications/policy/docs/ICD_705-Sensitive_Compartmented_Information_Facilities.pdf
http://www.ncsc.gov/publications/policy/docs/ICS_705-01_Physical_and_Technical_Security_Standards_for_Sensitive_Compartmented_Information_Facilities.pdf
http://www.ncsc.gov/publications/policy/docs/ICS_705-01_Physical_and_Technical_Security_Standards_for_Sensitive_Compartmented_Information_Facilities.pdf
http://www.ncsc.gov/publications/policy/docs/ICS_705-01_Physical_and_Technical_Security_Standards_for_Sensitive_Compartmented_Information_Facilities.pdf
http://www.ncsc.gov/publications/policy/docs/ICS_705-02_Standards_for_the_Accreditation_and_Reciprocal_Use_of_Sensitive_Compartmented_Information_Facilities.pdf
http://www.ncsc.gov/publications/policy/docs/ICS_705-02_Standards_for_the_Accreditation_and_Reciprocal_Use_of_Sensitive_Compartmented_Information_Facilities.pdf
http://www.ncsc.gov/publications/policy/docs/ICS_705-02_Standards_for_the_Accreditation_and_Reciprocal_Use_of_Sensitive_Compartmented_Information_Facilities.pdf
http://www.ncsc.gov/publications/policy/docs/Technical_Specifications_for_SCIF_Construction-V1.2.pdf
http://www.ncsc.gov/publications/policy/docs/Technical_Specifications_for_SCIF_Construction-V1.2.pdf
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3.  Background:  With the rescinding of DCID 6/9 and the subsequent release of the Intelligence 
Community (IC) 705 series Technical Specification on 26 May 2011, the requirements for 
planning, designing, constructing and accrediting Sensitive Compartmented Information  
Facilities (SCIFs) became extremely stringent.  Early involvement and communication by all 
stakeholders is crucial to the timely design, construction and accreditation of these facilities.  An 
understanding of these associated roles and responsibilities is necessary to ensure sufficient 
project funding is programmed and to avoid design and construction delays.  In addition, the 
facility and security documentation must be turned over ready for inspection and approval by the 
accreditation official.  The process to obtain final accreditation is time consuming, costly, and 
requires a synchronized and concerted team effort between the customer(s), planning agent(s), 
design agent(s), the construction contractor(s), subject matter expert(s) and Accreditation 
Official (AO). 

 
4.  Information: 

 
     a.  Every project containing a SCIF (stand alone or part of a larger project) must have an 
identified Site Security Manager (SSM) and a Construction Security Plan (CSP).  The SSM will 
be identified by the using activity or local intelligence (x-2) organization.  As soon as a project 
with a SCIF is authorized for development, the pre-concept SCIF criteria package should be 
initiated by the SCIF user activity and/or SSM.  This process will include preparing a SCIF 
Concept Request to their higher headquarters Senior Intelligence Officer (SIO), preparation of 
the SCIF Preconstruction Fixed Facility Checklist (FFC), and a DNI TEMPEST Checklist.  The 
local USACE planning activity and/or installation master planner should assist the SCIF user in 
documenting all necessary facility design criteria.  Once the SIO approves the SCIF criteria 
package, the SCIF criteria package is sent to the AO for review and issuance of the SCIF ID and 
the TEMPEST Surveillance Countermeasures (TSCM) requirements.  Once the SCIF end-user 
receives the SCIF ID assignment, the SSM prepares the working CSP, a ‘living document’ that is 
adjusted throughout the design and review process. 

 
b.  The magnitude of the SCIF project shall determine if the SSM performs these duties on a 

full time basis, principal basis, or as an additional duty.  It is critical that the SCIF criteria 
package is in place during the project planning stage in order to assure that all associated SCIF 
facility and manpower costs are captured and adequate funding is programmed into the project. 
When the garrison or HQDA directs a planning charrette for a project containing a SCIF, the 
USACE design agent and USACE SCIF subject matter expert(s) (SMEs) at Omaha District’s 
Protective Design Center (PDC) should be invited to participate as a member of the planning 
charrette team to assure that the SCIF criteria package is in place, the CSP has been initiated, and 
all costs have been verified. 

 
      c.  The type of project (renovation of existing spaces, new Military Construction (MILCON), 
or work for Department of State (DoS)), and location (CONUS/OCONUS), will determine who is 
responsible for coordinating the CSP and  Site Security Manager (SSM) responsibilities: 
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(1)  For renovation projects where a SCIF already exists or is being added based on a higher 
headquarters validated Military (MI) mission, the user is responsible for developing and obtaining 
approval of the renovation concept and CSP from the AO. 

 
(2)  For projects funded by MILCON, the CSP and SSM efforts may be funded as part of 

the security cost with MILCON funds.  The SCIF end-user and their SIO will provide SCIF SME 
oversight assistance throughout the project construction, but the security planning and associated 
construction security administration costs should be included as a part of the MILCON project 
security requirements. 
   

(3) OCONUS SCIF projects.  The creation of new SCIF space at facilities that fall under 
Chief of Mission (COM) authority is governed by both ICDs and Overseas Policy Board (OSPB) 
standards, with the more stringent standards applicable.  For SCIFs constructed in new facilities, 
requirements are coordinated with the DoS/Overseas Buildings Operations (OBO).  For existing 
facilities under COM authority, requirements are coordinated with DoS/Bureau of Diplomatic 
Security (DS), the Regional Security Officer (RSO) and General Services Officer (GSO) for an 
affected Embassy or Consulate, and the DoS/OBO.  Temporary or tactical SCIFs require 
coordination with the tenant AO, the RSO, and the DoS AO. 

 
(4)  The design team must become well versed in the contents of the ‘Technical 

Specifications for Construction and Management of Sensitive Compartmented Information 
Facilities’ – IC Tech Spec for ICD/ICS 705. This document describes the required documents, 
design processes, construction processes, and construction materials required to achieve 
certification. 

 
(5) The CSP will be a classified document, at least to the FOUO level.  Key data including 

facility name, location, and size, in addition to the name of the SSO, AO and other sensitive 
information will drive the level of classification.  In the event that threat data or SCIF 
countermeasures are referenced, the classification of the document will be derived from the 
source documents for the threat data, and may be classified higher.  In order for designers or 
construction contractors to access the CSP document and understand the contract requirements, 
they must have the proper clearance as individuals and as a company.  These clearances are 
obtained through the DD254 process. The classification of construction plans and all associated 
documents must follow the requirements as established in the CSP. 

 
(6)  The Contracting Officer, Contract Specialist, and PM need to understand the contractor 

certification requirements so that the proper source selection criteria are included in the RFP. 
 

5.  Recommendations: 
 

     a.  Before the final design effort is started, ensure that the SCIF end-user and their higher 
headquarters SIO is vested and provides an approved SCIF criteria package, appropriate AO 
approvals including TSCM coordination, a named SSM, and a concept level CSP.  If this has not 
occurred, immediately inform the USACE major subordinate command (MSC) & USACE 
Headquarters as to allow them to engage with the appropriate stakeholder, 
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     b.  Engage the USACE SCIF Subject Matter Experts (SMEs) at Omaha District’s Protective 
Design Center (PDC) prior to starting the planning charrette when a code 0 has been issued.  
They  will advise on processes necessary to achieve a successful project completion.  Contact 
information can be found below. 

 
   c.  Involve the PDC SMEs and SCIF end-user SMEs in all phases of the project design 
development and review processes. Involve the PDC, applicable USACE CoS, installation 
SMEs, and facility end user in the project design development and review process. 

 
 6.  Points of Contact (POC):    
 

     a.  Omaha District Protective Design Center POCs are as follows: 
 

(1)  Daniel G. Kurmel, CENWO-ED-S, (402) 995-2369;  daniel.g.kurmel@usace.army.mil. 
 

(2)  John Benefiel, CENWO-ED-S, (402) 995-2396;  john.l.benefiel@usace.army.mil. 
 

     b.  The HQ, USACE point of contact for this ECB is Scott C. Wick, CECW-CE,    
(202) 761-7419;  email: scott.c.wick@usace.army.mil. 
 
 
 
           //S// 
Encls      JAMES C. DALTON, P.E., SES 
      Chief, Engineering and Construction  
      U.S. Army Corps of Engineers 

mailto:daniel.g.kurmel@usace.army.mil
mailto:john.l.benefiel@usace.army.mil
mailto:scott.c.wick@usace.army.mil
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What security & engineering steps are needed when you have to accomplish a SCIF
a b d e e


Planning Steps


Overall Building needs and ODNI 705 
Requirements U


SA
CE


D
es


ig
n


Co
de


 A
cc


re
di


tin
g 


O
ff


ic
ia


l (
AO


)


 C
er


tif
ie


d 
TE


M
PE


ST
 


Te
ch


ni
ca


l A
ut


ho
rit


y 
(C


TT
A)


Si
te


 S
ec


ur
ity


 M
an


ag
er


 
(S


SM
)


 U
se


r /
 G


ar
ris


on
 /


 IM
CO


M


 D
es


ig
n 


Ag
en


t /
 U


SA
CE


Who does this / who provides it? What is the dependency? What is the consequence? Reference


Requirements Analysis


1 A user-defined need for new or 
remodeled office space is identified


0 * User-defined needs, initial size may be based on 
Standards and Criteria in effect


If construciton is the required solution per economic 
analyses, requirements and applicable criteria will 
determine project scope and cost  


Failure to clearly identify design requirements for 
construction will result in inadequate project scope 
and cost requiring HQDA and/or Congressional 
approvals once the project is authorized and 
appropriated


AR 420-1


2 INTEL tenant defines need for SCIF 
space as a part of facility requirement


0 * Prepared by the User / SCIF Tenant, coordinated with 
INTEL (x-2) authority, reviewed and approved by AO


INTEL authority must validate need for SCIF Standards and criteria are the basis for project scope, 
cost, and design


Preliminary Site Selection 0 * IMCOM Garrison assesses viable sites on installation; 
IMCOM HQ approves site selection


Can affect project scope, cost, and design based on 
topological or geographic conditions, building 
materials and methods, and support facility 
requirements all affecting overall project scope and 
cost


Risk is insufficient scope and cost authorization, 
delay in BOD if change requires HQDA review and 
approval; further delays if Congressional 
authorizaiton is required


AR 420-1 


3 Identify AO (Accrediting Official) 0 * Varies but typically Defense Intelligence Agency (DIA) 
for DoD projects and National Security Agency (NSA) 
for NSA or NSA-DoD partnered projects 


SCIF accreditation IC Tech Spec ICD/ICS 705, Ch. 2, A., 1.
UFC 4-010-05, Ch. 1.7


Identify SSM (Site Security Manager) 0 *  * Typically named by SCIF end user, may be named by 
Garrison; reviewed and approved by AO


Based on the ODNI 705, SSM duties begin with Risk 
Management Process, immediately after a SCIF is 
identified for any project


IC Tech Spec ICD/ICS 705, Ch. 2, A., 1.
UFC 4-010-05, Ch. 1.7


4 Identify CTTA (Certified TEMPEST 
Technical Authority)


0 * * * CTTA notified by AO  SCIF accreditation and identification of TEMPEST 
countermeasures


IC Tech Spec ICD/ICS 705, Ch. 2, A., 3., a)
UFC 4-010-05, Ch. 1.7


5 Technical threat 0 * * AO and SSM coordinate on  assessment Intelligence Criteria defines the SCIF requirements Threat data for the SCIF requirements will influence 
design.  Threat data output will be CLASSIFIED.


IC Tech Spec ICD/ICS 705, Ch. 2, A.
UFC 4-010-05, Ch. 1.9


6 Physical Threat 0 * Installation Physical Security Manager or ATO can 
provide additional local threat information for the 
assessment 


Output will be CLASSIFIED. IC Tech Spec ICD/ICS 705, Ch. 2, A., 3.
UFC 4-010-05, Ch. 1.9


7 Vulnerability Analysis 0 * * The Risk Management Baseline is defined in the ODNI 
705 Tech Specs Chapter 2, and is completed by SSM 
and coordinated with the AO


Risk Management Process includes development of 
blue box tasks at left


Other threat data may include AT/FP, Blast, or other 
tactics.  Output will be CLASSIFIED.


IC Tech Spec ICD/ICS 705, Ch. 2, A., 3.
UFC 4-010-05, Ch. 1.9


8 Probability Analysis 0 * *  Completed by SSM and coordinated with the AO IC Tech Spec ICD/ICS 705, Ch. 2, A., 3.
UFC 4-010-05, Ch. 1.9


9 Loss/consequence Analysis 0 * *  Completed by SSM and coordinated with the AO IC Tech Spec ICD/ICS 705, Ch. 2, A., 3.
UFC 4-010-05, Ch. 1.9


10 Security-in-depth 0 * *  Completed by SSM and coordinated with the AO IC Tech Spec ICD/ICS 705, Ch. 2, B.
UFC 4-010-05, Ch. 1.9.2


11 DNI TEMPEST Checklist 0 * * DNI TEMPEST checklist is completed by the SSM in 
coordination with CTTA


Must have the TSCM identified before design begins, 
as this will influence adjacent room allocation, wall 
section design, and other detailing


Output will be CLASSIFIED. IC Tech Spec ICD/ICS 705, Ch. 13
UFC 4-010-05, Ch. 1.9


12 Compartmented Area Checklist 0 * *  Completed by SSM and coordinated with the AO IC Tech Spec ICD/ICS 705, Ch. 13


13 Security Environment Threat List (SETL)   
(especially important in OCONUS 
environment)


0 * *  Completed by SSM and coordinated with the AO Output will be CLASSIFIED. IC Tech Spec ICD/ICS 705, Ch. 2, A., 3.
UFC 4-010-05, Ch. 1.9.1


14 Request for Waiver(s) 0 * * User and/or INTEL authority will prepare any 
necessary waivers, but only the AO may approve 


If the User determines that the ODNI criteria cannot 
be met, waivers must immediately be implimented, 
as determinations on waivers can/will impact project 
scope and cost authorizations or project design


If the User determines that the ODNI criteria cannot 
be met, waivers must immediately be implimented, 
as determinations on waivers can/will impact project 
scope and cost authorizations or project design


IC Tech Spec ICD/ICS 705, Ch. 2, A., 2., c.
UFC 4-010-05, Ch. 1.7


Primary Responsibility for Each Action
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15 Programming level SCIF cost estimate 0 * * IMCOM has the responsibility for this action, but may 
be delegated to their designated design agent 


Once the SCIF area is identified and the Risk 
Management Process is completed (blue box tasks at 
left) , IMCOM or their designated design agent can 
complete the SCIF costing model for a rough 
estimate of costs


If scope is improperly stated or incomplete, then the 
SCIF costs risk being vastly understated, resulting in 
incomplete facility, or mission breakage.


Planning Charrette


16 Review Initial Threat, Physical, Security-
in-depth, CTTA approval of CSP 


0 * * SCIF Criteria package Developed by SSM, reviewed as 
needed by CTTA, and coordinated with AO.  


Project scope and cost is based on architectural, 
mechanical, telecommunication, or electrical 
requirements driven by these documents 


Risk is insufficient scope and cost authorization, 
delay in BOD if change requires HQDA review and 
approval; further delays if Congressional 
authorizaiton is required


Fiscal Law, MILCON Law, AR 420-1


17 Draft Construction Security Plan (CSP) 0 * * Draft CSP developed by SSM in coordination with 
INTEL authority and SCIF end-user,  reviewed and 
approved by AO


Identifies who is authorized to work in SCIF space 
affecting project scope and cost; project design is 
dependant on the CSP as it will influence what rooms 
are adjacent to the SCIF, what materials are used, 
how the materials are procured by the contractor


Risk in proceeding with design before understanding 
impacts of CSP controls on all aspects of design 
requirements and futher limits to construction site 
security management.


Fiscal Law, MILCON Law, AR 420-1
IC Tech Spec ICD/ICS 705, Ch. 3., B.; Ch. 13
UFC 4-010-05, Ch. 1.12


18 DD1391 prepared for POM 0 * * Cost Estimate, DD1391, Developed by IMCOM 
Garrison or their designated design agent;  the CoS will 
be consulted when applicable


DD1391 scope and cost determines when a project 
will be prioritized above the funding line; establishes 
all OPA/OMA tail programming and budgeting year; 
project design and construction execution cannot 
exceed approved and authorized scope or cost


Congressional authorization limitations on approved 
scope cannot be exceeded; cost is limited to 15% 
above PA and requires HQDA review and approval; 
project cost in excess of 15% above PA is locked until 
Congressional approval is received; any scope 
adjustment and/or cost change (either BTR or ATR) 
will delay authorization to proceed with modification 
to original DD1391 scope and cost 


Fiscal Law, MILCON Law, AR 420-1
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Who does this / who provides it? What is the dependency? What is the consequence? Reference


Design Charrette / Project 
Development Report - PDR                      
(10% Design)


1 Design confirmation to include SCIF in 
project


3 * * Design Team interprets space planning and room 
adjacencies with User


Must confirm all criteria, including Risk Assessment 
documents, draft CSP guidance, and project cost 
estimate.


Design Team must properly interpret all SCIF criteria, 
including construction procedures, to ensure facility 
is not compromised due to missing design details or 
improper construction monitoring.


1b 10% Design with inclusion of SCIF 
approved 


3 * * PDR / 10% Design submitted by Design Agent; AO 
reviews and approves initial SCIF design,  issues SCIF ID 
number


1c SSM confirmed 3 * * AO confirms appointed SSM IC Tech Spec ICD/ICS 705, Ch. 2, A., 1.
UFC 4-010-05, Ch. 1.7


1d Risk Assessment Documents reviewed 
by AO


3 * AO issues CSP guidance IC Tech Spec ICD/ICS 705, Ch. 2, A., 3.
UFC 4-010-05, Ch. 1.9


1e Draft CSP initialized 3 * * Draft by SSM, reviewed/coordinated with AO Fiscal Law, MILCON Law, AR 420-1
IC Tech Spec ICD/ICS 705, Ch. 3., B.; Ch. 13
UFC 4-010-05, Ch. 1.12


1f Pre-Design Fixed Facility Checklist (FFC) 
is completed for first time


3 * * Draft by SSM, sent to AO IC Tech Spec ICD/ICS 705, Ch. 13
UFC 4-010-05, Ch. 1.16.2


1g TEMPEST Form A is started 3 * * Draft by SSM, sent to CTTA


35% Design (Concept)


2 35% Design Completion 6, 7, T * Design Team develops conceptual floor plans, design 
analysis calcs & narrative, specifications outline


  


Primary Responsibility for Each Action
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2a Concept design reviwed by AO, waivers 
sought as required


6, 7, T *  AO reviews and approves concept, including any 
waivers if needed


IC Tech Spec ICD/ICS 705, Ch. 2, A., 2., c.
UFC 4-010-05, Ch. 1.7


2b Risk Assessment Documents finalized 6, 7, T * * Risk Assessment Documents finalized by SSM and AO 
reviews, approves


IC Tech Spec ICD/ICS 705, Ch. 2, A., 3.
UFC 4-010-05, Ch. 1.9


2c Draft CSP finalized, released for review 6, 7, T * * * Edits by SSM, review/coordinate with designers and 
approval by AO


Fiscal Law, MILCON Law, AR 420-1
IC Tech Spec ICD/ICS 705, Ch. 3., B.; Ch. 13
UFC 4-010-05, Ch. 1.12


2d Pre-Design Fixed Facility Checklist (FFC) 
is finalized


6, 7, T * * Edits by SSM, approval by AO IC Tech Spec ICD/ICS 705, Ch. 13
UFC 4-010-05, Ch. 1.16.2


2e TEMPEST Form A is completed 6, 7, T * * Edits by SSM, approved by CTTA


a b d e e


60% Design (Preliminary)


2 60% Design Completion 6, 7, T * Design Team develops preliminary floor plans, updates 
design analysis, drafts specifications 


  


2a CSP monitored and adjusted to fit 
design and procurement plan


6, 7, T * * * Any CSP edits are made by the SSM, coordinated with 
designers and approved by AO


Fiscal Law, MILCON Law, AR 420-1
IC Tech Spec ICD/ICS 705, Ch. 3., B.; Ch. 13
UFC 4-010-05, Ch. 1.12


2b Confirm Construction Surveillance 
Technician (CST) requirements in CSP


6, 7, T * * CSP Edits by SSM, approval by AO IC Tech Spec ICD/ICS 705, Ch. 3, A., 4.


2c Confirm Cleared American Guards 
(CAG) requirements in CSP


6, 7, T * * CSP Edits by SSM, approval by AO IC Tech Spec ICD/ICS 705, Ch. 4, C., 3.


2d Confirm CSP material purchasing, 
inspection, shipping, and secure 
storage area (SSA) requirements


6, 7, T * * CSP Edits by SSM, approval by AO IC Tech Spec ICD/ICS 705, Ch. 4


2e Confirm CSP SCIF area site access 
controls for personnel, materials, and 
vehicles


6, 7, T * * CSP Edits by SSM, approval by AO IC Tech Spec ICD/ICS 705, Ch. 4


100% Design (Final)


3 100% Design Completion, ready to 
advertise (RTA)


6, 7, T * Design Team completes final floor plans, 
specifications, design analysis, current working 
estimate (CWE)


  


3a CSP Final attached to Contract Drwgs 6, 7, T * * * Any Edits by SSM, approval by AO Documents should be releaseable to construction 
contractor


Documents should be releaseable to construction 
contractor


Fiscal Law, MILCON Law, AR 420-1
IC Tech Spec ICD/ICS 705, Ch. 3., B.; Ch. 13
UFC 4-010-05, Ch. 1.12





		Steps to follow








SCIF Programming Cost Model 



		a		b		c		d		e		f		g		h		i

		Step		Task		Discussion of Attributes		Range of Options for the Attribute (select one per step per attribute)		"X" indicate selection		constr. cost factor		security labor cost factor		carry  cost factors for each selection into these two columns

																Constr. Cost		Security Admintration

		1		Determine AREA of SCIF space

								0-5,000 square feet				0.60		0.40

								5,000-50,000 square feet				0.40		0.30

								50,000 square feet or more				0.30		0.20



		2		RISK rating of facility

				Reference Tech Specs paragraphs 4.B.3., 5.E., & 5.F.		25% CST (Construction Security Team) observation level		Category I - Critical or High Technical Threat, or High vulnerability buildings				0.00		0.90

						12.5 % CST observation level		Category II - High Technical Threat, Low Vulnerability Buildings		 		0.00		0.70

						9.0% CST observation level		Category III - Low and Medium Technical Threat				0.00		0.50



		3		Tempest Considerations

								TEMPEST assessment is complete and the building or SCIF activities will require shielding		 		1.00		0.20

						Even without TEMPEST, SCIF spaces will require acoustical protection		TEMPEST assessment is complete, and the buiding or SCIF activity will NOT require shielding				0.30		0.10



		4		Location

						This factor compares ease of shipping 		CONUS, baseline, no impact on shipping or mat'ls				0.00		0.00

						and purchasing of materials locally.		OCONUS, simple, in treaty-friendly country		 		0.20		0.80

								OCONUS, complex, not in a friendly country				0.50		1.00



		5		Labor Pool Availabity

						If CONUS, limited cost impact on Labor						0.10		0.00

						If OCONUS,  cost driven by availability of US Personnel for CSP and TDY costs		OCONUS, CSP Labor available, on-site (or within a 50 mile commuting distance)		 		0.10		0.40

						If OCONUS, in an unfriendly country, or no pool of US  personnel are available		OCONUS, NO CSP Labor is available, will require paid TDY for CSP staff				0.10		0.90



		SUM				Add total of all Cost factor attributes selected in the right hand column				Sum of Cost Factors						0.00		0.00

																X		X

						Baseline Unit Cost - enter square foot cost of a General Purpose Administrative Facility (Cat code 610-50) adjusted for the SCIF facility Location and SCIF Size escalated to the mid-point-of the SCIF project 

						Adjusted Per Square Foot SCIF Costs - multiply respective Rating Facors (in cells H29 and I29) by the Baseline Cost 										$0		$0

						DD1391  Input Instruction (Sample):

						Record SCIF Construction Cost as a separate subline Item, titled "Enhanced SCIF Construction Cost" under the approriate Facility Cost Line in the Primary Facility section of the DD1391, Tab A.  Example: 

						Primary Facility Description		Quantity (Q)		UM		Unit Cost (UC) 						Total Cost 

						Brigade Headquarters (BDE HQ) 		Enter Total Gross Sq. Feet of BDE HQ 		SF / M2		Enter project adjusted PAX UC, BDE HQ						Enter Q x UC

						Enhanced SCIF Construction Cost-BN HQ		Enter Gross Sq. Feet of SCIF Area only 		SF / M2		Enter Adj. SCIF Construction Cost  						Enter Q x UC



						 Record SCIF Security Administration Cost as a separate Line , titled " SCIF Security Administration Cost" below the Supervision, Inspection & Overhead Cost Line in the DD1391, Tab-A. Example:						Enter SCIF gross SF Area times SCIF Security Admin per SF Cost 
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Illustrative Worksheet - CONUS



		a		b		c		d		e		f		g		h		i

		Step		Task		Discussion of Attributes		Range of Options for the Attribute (select one per step per attribute)		"X" indicate selection		constr. cost factor		security labor cost factor		carry  cost factors for each selection into these two columns

																Constr. Cost		Security Admintration

		1		Determine AREA of SCIF space

								0-5,000 square feet				0.60		0.40		0.40		0.30

								5,000-50,000 square feet		X		0.40		0.30

								50,000 square feet or more				0.30		0.20



		2		RISK rating of facility

				Reference Tech Specs paragraphs 4.B.3., 5.E., & 5.F.		25% CST (Construction Security Team) observation level		Category I - Critical or High Technical Threat, or High vulnerability buildings				0.00		0.90		0.00		0.50

						12.5 % CST observation level		Category II - High Technical Threat, Low Vulnerability Buildings		 		0.00		0.70

						9.0% CST observation level		Category III - Low and Medium Technical Threat		X		0.00		0.50



		3		Tempest Considerations

								TEMPEST assessment is complete and the building or SCIF activities will require shielding		 		1.00		0.20		0.30		0.10

						Even without TEMPEST, SCIF spaces will require acoustical protection		TEMPEST assessment is complete, and the buiding or SCIF activity will NOT require shielding		X		0.30		0.10



		4		Location

						This factor compares ease of shipping 		CONUS, baseline, no impact on shipping or mat'ls		X		0.00		0.00		0.00		0.00

						and purchasing of materials locally.		OCONUS, simple, in treaty-friendly country		 		0.20		0.80

								OCONUS, complex, not in a friendly country				0.50		1.00



		5		Labor Pool Availabity

						If CONUS, limited cost impact on Labor				X		0.10		0.00		0.10		0.00

						If OCONUS,  cost driven by availability of US Personnel for CSP and TDY costs		OCONUS, CSP Labor available, on-site (or within a 50 mile commuting distance)		 		0.10		0.40

						If OCONUS, in an unfriendly country, or no pool of US  personnel are available		OCONUS, NO CSP Labor is available, will require paid TDY for CSP staff				0.10		0.90



		SUM				Add total of all Cost factor attributes selected in the right hand column				Sum of Cost Factors						0.80		0.90

																X		X

						Baseline Unit Cost - enter square foot cost of a General Purpose Administrative Facility (Cat code 610-50) adjusted for the SCIF facility Location (ACF=1) and SCIF Size (= 7,500 SF) escalated to the mid-point-of the SCIF project 										252.40		252.40

						Adjusted Per Square Foot SCIF Costs - multiply respective Rating Facors (in cells H29 and I29) by the Baseline Cost 										$201.92		$227.16

						DD1391  Input Instruction (Assume a Large BDE-HQ Facility, 43,400 SF, with SCIF Area of 7,500 SF at Location ACF=1)

						Record SCIF Construction Cost as a separate subline Item, titled "Enhanced SCIF Construction Cost" under the approriate Facility Cost Line in the Primary Facility section of the DD1391, Tab A.  Example: 

						Primary Facility Description		Quantity (Q)		UM		Unit Cost (UC) from 2012 PAX Newsletter 3.2.2						Total Cost (Q x UC)

						Brigade Headquarters (BDE HQ) 		Enter Total Gross Sq. Feet of BDE HQ 		43,400 SF		$161.00  (Enter adjusted PAX UC for BDE HQ)						$6,987,400.00

						Enhanced SCIF Construction Cost-BN HQ		Enter Gross Sq. Feet of SCIF Area only 		7,500 SF		$202.00  (Enter Adj. SCIF Construction Cost)  						$1,515,000.00



						 Record SCIF Security Administration Cost as a Separate Line , titled " SCIF Security Administration Cost" below the Supervision, Inspection & Overhead Cost Line in the DD1391, Tab-A. Example:						Enter SCIF gross SF Area times SCIF Security Admin per SF Cost  (= 7500 x 227)						$1,702,500.00
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Illustrative Worksheet -OCONUS



		a		b		c		d		e		f		g		h		i

		Step		Task		Discussion of Attributes		Range of Options for the Attribute (select one per step per attribute)		"X" indicate selection		constr. cost factor		security labor cost factor		carry  cost factors for each selection into these two columns

																Constr. Cost		Security Admintration

		1		Determine AREA of SCIF space

								0-5,000 square feet				0.60		0.40		0.40		0.30

								5,000-50,000 square feet		X		0.40		0.30

								50,000 square feet or more				0.30		0.20



		2		RISK rating of facility

				Reference Tech Specs paragraphs 4.B.3., 5.E., & 5.F.		25% CST (Construction Security Team) observation level		Category I - Critical or High Technical Threat, or High vulnerability buildings				0.00		0.90		0.00		0.50

						12.5 % CST observation level		Category II - High Technical Threat, Low Vulnerability Buildings		 		0.00		0.70

						9.0% CST observation level		Category III - Low and Medium Technical Threat		X		0.00		0.50



		3		Tempest Considerations

								TEMPEST assessment is complete and the building or SCIF activities will require shielding		 		1.00		0.20		0.30		0.10

						Even without TEMPEST, SCIF spaces will require acoustical protection		TEMPEST assessment is complete, and the buiding or SCIF activity will NOT require shielding		X		0.30		0.10



		4		Location

						This factor compares ease of shipping 		CONUS, baseline, no impact on shipping or mat'ls				0.00		0.00		0.20		0.80

						and purchasing of materials locally.		OCONUS, simple, in treaty-friendly country		X		0.20		0.80

								OCONUS, complex, not in a friendly country				0.50		1.00



		5		Labor Pool Availabity

						If CONUS, limited cost impact on Labor						0.10		0.00		0.10		0.40

						If OCONUS,  cost driven by availability of US Personnel for CSP and TDY costs		OCONUS, CSP Labor available, on-site (or within a 50 mile commuting distance)		X		0.10		0.40

						If OCONUS, in an unfriendly country, or no pool of US  personnel are available		OCONUS, NO CSP Labor is available, will require paid TDY for CSP staff				0.10		0.90



		SUM				Add total of all Cost factor attributes selected in the right hand column				Sum of Cost Factors						1.00		2.10

																X		X

						Baseline Unit Cost - enter square foot cost of a General Purpose Administrative Facility (Cat code 610-50) adjusted for the SCIF facility Location (ACF=1) and SCIF Size (= 7,500 SF) escalated to the mid-point-of the SCIF project 										252.40		252.40

						Adjusted Per Square Foot SCIF Costs - multiply respective Rating Facors (in cells H29 and I29) by the Baseline Cost 										$252.40		$530.04

						DD1391  Input Instruction (Assume a Large BDE-HQ Facility, 43,400 SF, with SCIF Area of 7,500 SF at a Friendly OCONUS Location ACF=1)

						Record SCIF Construction Cost as a separate subline Item, titled "Enhanced SCIF Construction Cost" under the approriate Facility Cost Line in the Primary Facility section of the DD1391, Tab A.  Example: 

						Primary Facility Description		Quantity (Q)		UM		Unit Cost (UC) from 2012 PAX Newsletter 3.2.2						Total Cost (Q x UC)

						Brigade Headquarters (BDE HQ) 		Enter Total Gross Sq. Feet of BDE HQ 		43,400 SF		$161.00  (Enter adjusted PAX UC for BDE HQ)						$6,987,400.00

						Enhanced SCIF Construction Cost-BN HQ		Enter Gross Sq. Feet of SCIF Area only 		7,500 SF		$252.00  (Enter Adj. SCIF Construction Cost)  						$1,890,000.00



						 Record SCIF Security Administration Cost as a Separate Line , titled " SCIF Security Administration Cost" below the Supervision, Inspection & Overhead Cost Line in the DD1391, Tab-A. Example:						Enter SCIF gross SF Area times SCIF Security Admin per SF Cost  (= 7500 x 530)						$3,975,000.00
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